


About This Manual

This manual introduces the operation of user interfaces and menu functions.
The pictures in this manual may not be exactly consistent with those of your

product; the actual product's display shall prevail.
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1 Use Instructions

1.1 Operating Environment of the Device

Recommended Installation Position

v Recommended installation position (as shown in
the left figure):

Install the device in an indoor position which is three
meters far from the window and door and two meters far
from the lamp source, with illuminance of ambient light
source being 0-800 LUX.
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Direct sunlight
(Outdoor)

Direct sunlight through
the window
(Indoor)

10Lux Lager than 1200 Lux

1.2 Method of Pressing Fingerprint

Oblique sunlight
through the window
(Indoor)

Exposure to close
range lamp light
(Indoor)

Note: reference illuminance value of
the ambient light source:

50-800Lux

It is recommended to use the index finger, middle finger or ring finger; avoid using the thumb or little finger.

Press a figure flatly against the fingerprint collection window, with the fingerprint center right on the window

center.

e (A
(i) R [

User Manual for Facial Access Control Terminal Access 1



1.3 Standing Position, Facial Expression and Stance

1. Recommended Standing Position

v The distance between a person and the device is
recommended to be 0.5 meters (applicable height range from
1.5-1.8 meters). The distance can be adjusted based on the
effect of facial image captured by the device.

Recommended Application Position

v Recommended application method (as shown in the left figure):
During enrollment and verification, the device installation position
must be kept unchanged. If you really need to move the device, keep
the installation height unchanged. Otherwise, the recognition effect
of the equipment may be compromised.

Several application methods affecting recognition effect
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2. Facial Expression and Stance

Y @ ®

YES

R LTALY

Note: During enrollment and verification, keep the facial expression and stance natural.
3. Posture for Enrolilment and Comparison
During enrollment, you need to move forward or backward to ensure that your eyes are within the green

frame.
During comparison, ensure that the face is displayed in the center of the screen and is within the green frame.

1.4 Verification Modes

1.4.1 1:N Fingerprint Verification

Under this fingerprint verification method, a fingerprint collected by the sensor is verified with all fingerprints
stored in the device.

Please use the correct way to press fingerprint onto the fingerprint sensor (for detailed instruction, please refer
to 1.2 Method of Pressing Fingerprint.

Verification Succeeds Verification Fails
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1.4.2 1:1 Fingerprint Verification

Under this fingerprint verification method, a fingerprint collected by the sensor is verified with the fingerprint
corresponding to the entered user ID. Please use this method when difficulty is encountered in 1:N fingerprint
verification.

z014-08-07 11:00

Z014-08-07 11:01

User D

Input the user ID and press Verification succeeds Verification fails
[M/OK] "Fingerprint" and

press [M/OK]. Press finger

onto the sensor afterwards.

\J Remarks:

1. Input user ID in the initial interface and press [M/OK] button. If "Incorrect user ID"is displayed, this means
the user ID does not exist.

2. When the device displays "please press your finger again" press your finger again onto the fingerprint
sensor. If verification still fails after 2 attempits, it will exit to the initial interface.

1.4.3 Password Verification

Under this verification method, the entered password is verified with the password of the entered user ID.

Z014-058-07 11:01 2014-08-07 11:06

User D

Fingerprint

Face

Input the user ID and Choose "Password" and Verification Succeeds Verification Fails
press [M/OK]. press [M/OK].
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\] Remarks:

If "Incorrect password":s displayed, please enter the password again. If verification still fails after 2 attempts, it will exit to

the initial interface.

1.4.4 1:N Face-based Attendance

Compare the facial image captured by the camera with all facial data in the device.

2014-08-07 11:08

Conduct comparison in the
correct way on the main
interface.

08-07 11:01 o 2014-08-07 11:18

UserID: 2
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